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Informacja o jurysdykgji infrastruktury ICT i Srodkach
ochrony przed nieuprawnionym dostepem

Informacje zgodnie z art. 28 ust. 1 Rozporzadzenia Data Act (UE) 2023/2854

Jurysdykcja infrastruktury ICT uzywanej do przetwarzania danych

Kraj: Rzeczpospolita Polska (Unia Europejska)
Region: Wielkopolskie, Polska Centralna
Miasto: Poznan
Jurysdykcja prawna: prawo polskie
Nadzér regulacyjny:
o Urzad Komunikacji Elektronicznej (UKE) - regulacje telekomunikacyjne,
o Urzad Ochrony Danych Osobowych (UODO) - ochrona danych osobowych (RODO),
o  CSIRT NASK - cyberbezpieczenstwo (Krajowy System Cyberbezpieczenstwa),
o Ministerstwo Cyfryzacji - koordynacja polityki cyberbezpieczeristwa.

Srodki ochrony przed nieuprawnionym dostepem administracji rzadowych

do danych przechowywanych w UE

Przepisy prawa:

RODO: implementacja wymogow ochrony danych osobowych.

Prawo komunikacji elektronicznej: ochrona tajemnicy telekomunikacyjnej.

Ustawa o $wiadczeniu ustug drogg elektroniczng: ochrona danych osobowych oséb fizycznych
korzystajgcych z ustug Swiadczonych drogg elektroniczng DORA: stosowanie wymogoéw operacyjnej
odpornosci cyfrowej dla dostawcow ustug ICT sektora finansowego.

Certyfikaty i standardy ochrony informacji:

ISO/IEC 27001:2022.

Procedury prawne: wymagana podstawa prawna dla kazdego dostepu do danych zgodnie z RODO,
wymagana zgoda sgdu dla dostepu do danych w ramach postepowan, dostep organéw panstwowych
wymaga podstawy prawnej i podlega kontroli sgdowej.

ANSI/TIA-942 Rated 4 (dot. Data Center 2), EN 50600 Class 4 (dot. Data Center 2), PCI DSS, SOC 2.

Suwerennos$¢ danych:

Lokalizacja danych: dane przechowywanych na terenie Polski.

Brak powigzan kapitatowych: brak bezposrednich powigzan z podmiotami spoza UE moggcymi
wptywac na dostep do danych.

Prawo wtasciwe: wytgczne stosowanie prawa polskiego i unijnego.



